**Приказ № \_\_\_\_\_\_\_\_\_**

**О функциональных обязанностях ответственного за обеспечение безопасности персональных данных, системного администратора и администратора системы защиты персональных данных информационной системы персональных данных «ВЛАДЕЛЕЦ ИСПДН»   
ООО «ВЛАДЕЛЕЦ ИСПДН»**

г. Москва

Я, ФИО, Генеральный директор ООО «ВЛАДЕЛЕЦ ИСПДН» (далее Общество) утверждаю функциональные обязанности (роли) ответственного за обеспечение безопасности персональных данных, системного администратора и администратора системы защиты персональных данных информационной системы персональных данных «ВЛАДЕЛЕЦ ИСПДН»:

**Ответственный за обеспечение безопасности персональных данных осуществляет:**

1) учет, контроль правил пользования, получения, хранения и передачи в(из) Общества всей документации ограниченного доступа;

2) контроль соблюдения сотрудниками правил посещения офисных помещений Общества, а также выноса за пределы офисных помещений рабочих станций (мобильных и(или) стационарных) и(или) носителей информации, включая внешние носители информации;

3) контроль подписания сотрудниками внутренних регламентирующих и организационно-распорядительных документов (ОРД) в части защиты информации, в том числе персональных данных;

4) периодическая оценка знаний сотрудниками внутренних ОРД;

5) проверка наличия у администратора системы защиты персональных данных обучения и прохождения им периодического повышения квалификации по используемым в ИСПДн «ВЛАДЕЛЕЦ ИСПДН» средствам защиты информации;

6) контроль соблюдения администратором системы защиты персональных данных, системным администратором своих обязанностей и правил информационной безопасности в ходе своей работы;

7) контроль осуществления доступа сотрудников Общества на территорию офисных помещений Общества с компонентами ИСПДн «ВЛАДЕЛЕЦ ИСПДН».

**Администратор системы защиты персональных данных осуществляет:**

1) учет, контроль использования носителей информации ИСПДн «ВЛАДЕЛЕЦ ИСПДН», в том числе внешних носителей;

2) ведение репозитория всех закупаемых и(или) используемых средств защиты информации в рамках осуществления Обществом своей деятельности;

3) установку, настройку и обслуживание средств защиты информации и средств криптографической защиты информации, в том числе с локальным и централизованным управлением; системное администрирование системы защиты персональных данных ИСПДн «ВЛАДЕЛЕЦ ИСПДН»;

4) ведение реестра (перечне объектов вычислительной техники Общества с указанием их IP адресов, назначения (пользователя), логина и пароля;

5) контроль соблюдения cотрудниками правил доступа к ИСПДн «ВЛАДЕЛЕЦ ИСПДН»;

6) периодическое информирование сотрудников Общества о необходимости соблюдения правил информационной безопасности и выдержки из правил;

7) осуществлять периодический контроль защищенности и мониторинг информационной безопасности (ИБ) рабочих станций сотрудников, включая антивирусное сканирование и сканирование на защищенность (уязвимости) с принятием мер;

8) осуществлять периодическую проверку системных журналов и журналов безопасности рабочих станции сотрудников на предмет ошибок, сбоев и инцидентов ИБ с принятием мер;

9) регистрировать инциденты ИБ связанные с рабочими станциями сотрудников, инициировать по ним разбирательства и предпринимать меры.

**Системный администратор осуществляет:**

1) создание схемы сети ИСПДн «ВЛАДЕЛЕЦ ИСПДН» и периодический контроль наличия объектов вычислительной техники на месте;

2) ведения репозитория всего закупаемого и(или) используемого программного обеспечения в рамках осуществления деятельности Общества;

3) периодическая проверка комплектности и характеристик стационарных и мобильных рабочих станций сотрудников;

4) управление (настройка, контроль) доступа сотрудников в Интернет;

5) управление (настройка, контроль) доступа сотрудников к техническим и технологическим ресурсам Общества (стенды, репозитории с программным обеспечением и тп.);

6) установка, настройка и обслуживание (включая контроль функционирования и обновление) программного обеспечения на объектах вычислительной техники;

7) настройка доступа в операционную систему рабочей станции сотрудников по выданным им логинам и паролям;

8) прокладка слаботочных кабельных систем Общества;

9) установка серверных стоек (шкафов), серверных помещений Общества;

10) установка, настройка и обслуживание средств и систем жизнеобеспечения серверной Общества (вентиляция, отопление, увлажнение и тп.);

11) техническое обслуживание (включая оперативный ремонт без потери гарантии) объектов вычислительной техники Общества (сервера, рабочие станции, сетевое и коммутационное оборудование, беспроводное оборудование, принтеры, МФУ и тп.);

12) контроль внесения сотрудниками изменений в аппаратную часть объектов вычислительной техники без согласования с руководством Общества;

13) контроль установки сотрудниками программного обеспечения помимо типового набора Общества и принятие мер.

Генеральный директор \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ / ФИО

ООО «ВЛАДЕЛЕЦ ИСПДН»